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OBJETIVOS

Este curso tiene como objetivo principal dar a conocer los principales cambios que introduce el nuevo
Reglamento Europeo de Protección de Datos, con el fin de que aquellas empresas y entidades que traten datos
de carácter personal, adapten sus tratamientos, apartados informativos, contratos y sistemas informáticos a las
exigencias del mismo. Al finalizar el curso, el alumno será capaz de: ? Aplicar las novedades del nuevo
Reglamento. ? Realizar un correcto tratamiento y almacenamiento de los datos de clientes o usuarios. ? Regular
en detalle aspectos que se derivan de la evolución tecnológica, como son la privacidad y la protección de datos. ?
Garantizar los derechos de los ciudadanos en relación con la protección de su privacidad. ? Tomar las medidas
preventivas adecuadas para proteger al usuario frente a los abusos en los tratamientos de sus datos. ? Facilitar
información clara y fácilmente inteligible a la hora de efectuar un tratamiento de datos. ? Llevar a cabo las
funciones propias del responsable y encargado del tratamiento de datos. ? Tener una actitud proactiva en el
establecimiento de medidas de seguridad. ? Proteger y velar por un correcto tratamiento de datos de los
usuarios, permitiendo la libre circulación de datos de ciudadanos en la Unión Europea. ? Tomar las medidas de
responsabilidad activa necesarias para evitar los riesgos a los que están expuestos los datos personales en
función de las actividades de tratamiento que se llevan a cabo con los mismos.
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